
  

 

Privacy Policy 
 
At Mirae Asset Mutual Fund(MAMF)/Mirae Asset Global Investments (India) Pvt. Ltd. (AMC), we recognize the 
importance of keeping the information we collect about our esteemed customers. We understand that our 
customers and website visitors are concerned about the privacy of information. That's why we have established 
policies and procedures concerning the collection, use and security of the information that will help protect your 
privacy. Our privacy policies are designed to help us serve our customers while maintaining strict privacy and 
security standards. 
 
Changes to our privacy policies may be made whenever necessary. We recommend that visitors to our site 
review our privacy policies from time to time to learn of privacy practices and changes to our policies. To 
ensure service quality and to serve customers better, MAMF/AMC expressly reserves the right to access, 
archive, modify, or monitor any use of this website.  
 
We may collect information about you from several sources. You may provide information as part of the 
application or enrollment process. Additionally we may obtain information about you from third parties. We also 
develop and retain information about you based on our transactions and experience with you. Finally, we obtain 
information about you through Internet technology, including our website. 
 
Mirae Asset Mutual Fund(MAMF)/Mirae Asset Global Investments (India) Pvt. Ltd. (AMC) or its service provider 
shall not sell or market any personal information or personalized data of its customers to unaffiliated 
organizations. MAMF/AMC shall maintain the User’s personal information and data according to strict 
standards of security and confidentiality. 
 
Online Information Collection 
For each visitor to our website, our Web server automatically recognizes the visitor's Internet service provider. 
Additionally, we collect information about the sites visitors connect from, and the browsers visitors use. We use 
this information to assemble aggregate information about the visitors to our website, and assist with our 
systems administration and problem resolution activities. 
 
We collect personally identifiable information in order to identify and register a MAMF / AMC customer. The 
information we collect will vary depending upon the function you select. For example you may be required to 
provide information such as:  

• Name 

• Address 

• Date of Birth 

• Phone Number 

• Account Information 

• PAN Details 

• E-Mail 

If you supply us with your e-mail address on-line you may receive periodic mails from us with information on 
new products and services or upcoming events. If you supply us with your postal address on-line you may 
receive periodic mailings from us with information on new products and services or upcoming events. If you 
supply us with your telephone number on-line you may receive telephone contact from us with information 
regarding products or services you have or asked about on-line and we may also provide you with information 
regarding new products and services or upcoming events.  
 
  



  

 

 
Visitor Data Collected on this Website 
We automatically collect summary information about the Web pages visitors' access. We use the information to 
improve the content of our Web pages. We do not use this information to track the activities of individual 
visitors, and the summary information is not traceable to individual visitors unless visitors have voluntarily 
identified themselves. We collect the e-mail addresses of visitors to our website when visitors provide them, the 
e-mail addresses of those who communicate with us via e-mail, and information volunteered by the visitor, such 
as survey information, contract information and/or site registrations. We do not automatically collect any of this 
information from our website visitors. Visitors may be surveyed for feedback concerning this website.  
 
Information on Our Website Security 
The information for the accounts you have with the MAMF/AMC is kept secure and confidential through multiple 
security features and procedures. The information you request from our website for your accounts can only be 
accessed with your password. It is your responsibility to keep your password confidential. Do not disclose your 
password to anyone. Our employees and associates will never ask you for your password. Never write your 
password on something others may see. We request you to contact us immediately to change your password if 
you suspect someone has discovered it. 
 
Information you submit through our website, as well as the information we send back to you while you are 
visiting our website, is protected while passing through the Internet using strong encryption mechanism when 
necessary. Our secure server software encrypts information, ensuring that Internet communications through 
our website stay private and protected. To enable our customers to process transactions at our website, we 
use cookies. Your account information is not permanently stored on our Web server. The information only 
resides on our Web server while you are viewing the information. It is permanently stored on our secured 
corporate computer systems. Our corporate network systems, which store your account information, use 
proven security controls. We have data security staff whose sole responsibilities are to ensure the security of 
the information we process and store. MAMF/AMC has policies and procedures in place to limit access to your 
information to only those who have a business need to view it. 
 
Secure Server Software 
o ensure the security of your confidential account information, we use proven security software to encrypt the 
information before it is transmitted through the Internet. We only allow confidential information to be submitted 
for transmission if your browser is compatible with Secure Sockets Layer (SSL), our security software. If your 
browser is not compatible, you will receive a message indicating your transaction can not be completed 
because of the security risk. 
SSL establishes a secure connection between two parties (for example, your browser and our web server). It is 
used to implement HTTPS, the secure version of HTTP, and is an open technology supported across various 
browsers (for example, Netscape Navigator, Microsoft Internet Explorer, Mozilla Fire Fox). MAMF / AMC 
requires that you use an SSL-enabled browser to communicate with the secure area of our site. You know you 
are visiting the secure area of our site when the URL begins with https://...".  
 
In addition to protecting communications between your browser and our server, SSL is also used to protect 
communications between our web server and any other interactive system. We have also implemented a 
firewall to protect all of our systems that are not part of the Internet from intrusion.  
 
Use of Cookies  
The www.miraeassetmf.co.in site, like many web sites, uses "cookies" (information stored on your computer by 
your browser at our request). Cookies enable the site to "remember" who you are so that you can get around it 
easier and more efficiently. Cookies allow you to access secured information, conduct secured transactions, 
and take advantage of promotional opportunities. Different web sites store the information in cookies differently. 
We do not record personal or sensitive information in our cookies. Any such information is stored in our 
protected systems and not in the cookie or on the Internet.  
 



  

 

Definition of Cookies  
A "cookie" is a small piece of information sent by a web server to a web browser to be read back from that 
browser. Cookies are a way to have the browser "remember" specific bits of information. 
 
Note: The information stored within a cookie can be read only by the web server that originally sent the cookie. 
Web servers cannot read cookies sent by other web servers.  
 
Types of Cookies 
The two types of cookies are session cookies and persistent cookies. The key difference between session 
cookies and persistent cookies is the time of expiration. 

• Session cookies expire at the end of the session. 

• Persistent cookies do not expire at the end of the session. 

Session Cookies  
A session cookie may be created when you visit a site or portion of a site. The cookie exists for the duration of 
your visit. For example, a session cookie is created when you use the Personal Login to access secured pages 
on www.miraeassetmf.co.in Depending on the settings in your browser, you may have the option to deny the 
session cookie; however, if you deny the cookie you may have trouble using the site which relies on that 
cookie. 
 
Session cookies are no longer accessible after one of the following events. 

• The user logs out of a site or a portion of a site. 

• The user shuts down the browser. 

• The session is inactive for a specified length of time (often 20 minutes). 

• The user starts a new Internet session on the same computer. 

Persistent Cookies 
A persistent cookie is used to store your preferences for use by a single site. A persistent cookie is stored on 
your hard drive and is read by your browser each time you visit the web site that sent the cookie. Please see 
the Privacy page for more on the information we collect. 

 


